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Compliance Statement of PSTI (Security Requirements for Relevant 
Connectable Products) for KEYKING GROUP LIMITED

 

 

Data Protection and Encryption: Our connectable products adhere to robust data protection 
measures, including encryption protocols, to safeguard sensitive information from 

KEYKING GROUP LIMITED is committed to ensuring the security and integrity of our 
connectable products in accordance with the Product Security and Telecommunications 
Infrastructure 
(PSTI) guidelines. We recognize the importance of safeguarding user data and maintaining the 
trust of our customers. As such, we hereby declare our compliance with the security 
requirements outlined by PSTI according to Schedule 1 for relevant connectable products.

unauthorized access or interception. 

 

Secure Authentication: We implement secure authentication mechanisms to verify the identity 
of users and prevent unauthorized access to our connectable products and associated 
services. 

 

Access Control: Our products incorporate access control mechanisms to limit and manage 
user privileges, ensuring that only authorized individuals can access sensitive functionalities 
and data. 

 

Security Updates and Patch Management: We are committed to providing timely security 
updates and patches to address vulnerabilities and mitigate potential risks to our connectable 
products' security posture. 

 

Secure Communication: Our connectable products utilize secure communication protocols to 
establish encrypted channels, thereby safeguarding data transmission between devices and 
external systems. 
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Secure Configuration: We follow best practices for secure configuration of our connectable 
products, minimizing the attack surface and reducing the likelihood of exploitation by malicious 
actors. 

 

Incident Response and Management: We have established protocols and procedures for 
incident response and management to promptly address security incidents, mitigate their 
impact, and prevent recurrence. 

 

Compliance Verification: We conduct regular assessments and audits to verify compliance 
with PSTI security requirements and identify areas for improvement in our connectable 
products' security posture. 

 

 

 

 

 

 

 

 

Should we become aware of a security breach, we will look to respond to our customer within 5 
working days of receiving the report.  We are committed to recording the issue and advising 
accordingly. Should a vulnerability be identified, then we will look to communicate this to our 
customers immediately through our website.

KEYKING GROUP LIMITED is committed to upholding the highest standards of security and 
privacy in our connectable products, as mandated by PSTI guidelines. We continuously strive to 
enhance our security practices and remain vigilant against emerging threats to ensure the 
ongoing protection of our customers' data and privacy.

 

 

Signed:  

Position: Managing Director

Company Name: KEYKING GROUP LIMITED 

Date: 1 March 2024


